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THIRD-PARTY DATA SHARING AUTHORIZATION 
This Third-Party Data Sharing Authorization (this “Authorization”) is entered into as 
of June 10, 2025, between the City of Redondo Beach, a chartered municipal 
corporation (“Agency”) and Peregrine Technologies, Inc., a Delaware corporation 
with a mailing address at P.O. Box 7775 #69596, San Francisco, California 94120 
(“Peregrine”). 
WHEREAS, Peregrine provides, among other products and services, a proprietary 
hosted real-time decision and operations management platform for use by public 
safety agencies (such as Agency) (the “Peregrine Platform”); 
WHEREAS, Agency is a Peregrine customer and user of the Peregrine Platform; and 
WHEREAS, in accordance with the terms of this Authorization, Agency desires to 
share and receive certain law enforcement-related data (“Law Enforcement Data”) 
via the Peregrine Platform with other Peregrine customers within the following 
territories: The State of California (the “Approved Law Enforcement Network”). 
NOW, THEREFORE, in consideration of the mutual acknowledgements identified 
herein, Agency agrees as follows: 
1. AUTHORIZED RELEASE OF LAW ENFORCEMENT DATA 

A. Sharing of Law Enforcement Data: 
Agency authorizes the sharing of Law Enforcement Data with Peregrine customers 
within the Approved Law Enforcement Network (“Approved Agencies”) as permitted 
by applicable laws, rules, and regulations, and authorizes Peregrine to enable such 
sharing via the Peregrine Platform. Should Agency not want certain Law Enforcement 
Data to be made available to certain other Approved Agencies, Agency must identify 
the applicable Law Enforcement Data to Peregrine in writing and work together with 
Peregrine to restrict the sharing of that Law Enforcement Data with such Approved 
Agencies. The Peregrine Platform provides access controls that enable Approved 
Agencies (including Agency) to conceal any piece of Law Enforcement Data based on 
its record type (such as, but not limited to, Evidence, Person, or Vehicle), its record 
properties (such as, but not limited to, Case Number, Name, or Phone Number), and 
any combination thereof. 
Agency shall work with Peregrine to articulate, in writing, the restrictions pertaining to 
the Approved Agencies allowed to access shared Law Enforcement Data and the data 
types not to be shared with other Approved Agencies (the “Sharing Framework”). 
The Sharing Framework is a precondition to enabling and implementing data sharing 
in the Peregrine Platform and must be finalized prior to the activation of the data 
sharing feature. Agency shall obtain any third-party consents or approvals necessary 
to enable the sharing of such Law Enforcement Data in accordance with this 
Authorization and the Sharing Framework. 
For purposes of clarity, this Authorization does not require Agency to share Law 
Enforcement Data with any other Peregrine customer. 

B. Limitation on Law Enforcement Data Sharing: 
Agency shall only share or release Law Enforcement Data to authorized 
representatives of Approved Agencies who have an approved login and password to 
the Peregrine Platform ("Authorized Users") and who have a need and/or right to 
know information contained within the Law Enforcement Data under the Sharing 
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Framework. 
Agency retains the right to withhold any specific record or any category of records 
from being shared for any reason and at any time, either by independently restricting 
records or by requesting Peregrine to do so. Any disputes or requests to share 
withheld records shall be resolved between the appropriate authorized personnel of 
Agency and each Approved Agency under any applicable laws, rules, regulations, 
policies and standards. 

C. Compliance with Laws: 
Agency acknowledges that Peregrine’s customers are generally subject to laws, rules, 
regulations, policies, and standards requiring public disclosure of certain government 
materials, meetings, and records (“Sunshine Laws”). While Law Enforcement Data 
shared via the Peregrine Platform via this Authorization will be subject to such 
Sunshine Laws to the extent applicable, Agency agrees to use reasonable efforts to 
ensure any Law Enforcement Data received from another Approved Agency is 
maintained as confidential and only Authorized Users shall be permitted to obtain the 
applicable Law Enforcement Data. Any Law Enforcement Data obtained by Agency 
shall only be used for purposes that are in compliance with existing law. Agency does 
not waive any exemption under any Sunshine Laws or any other laws, rules, 
regulations, policies, or standards that may apply to the Law Enforcement Data.  
Further, Agency acknowledges that sharing Law Enforcement Data via the Peregrine 
Platform in accordance with this Authorization is subject to the applicable laws, rules, 
regulations, policies, and standards of the jurisdiction in which Agency is based 
controlling the release of information, access control, retention of records and 
reporting duties. Agency acknowledges that it is Agency’s and each other Approved 
Agency’s obligation to comply with the foregoing connection with the sharing of Law 
Enforcement Data with each other over the Peregrine Platform.  

D. CJIS Compliance for Approved Agencies 
If the City determines that an Approved Agency has violated CJIS standards, the City 
may demand immediate termination of that agency’s access. Peregrine must 
terminate the Approved Agency’s access within 24 hours of the city’s request.  
2. LAW ENFORCEMENT DATA OWNERSHIP 

A. Ownership: 
Agency retains ownership of all of its respective Law Enforcement Data. Agency and 
each other Approved Agency is responsible for creating, updating, and deleting data 
(including Law Enforcement Data) in its own systems of record according to its own 
retention policies. Agency shall make reasonable efforts to ensure the completeness 
and accuracy of its Law Enforcement Data. 

B. Release of Information: 
Agency shall authorize the release of Law Enforcement Data only to Approved 
Agencies authorized under the Sharing Framework to receive such Law Enforcement 
Data. 
 

C. Unauthorized Requests: 
If Agency receives a request for Law Enforcement Data stored on the Peregrine 
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Platform by anyone who is not authorized to receive such Law Enforcement Data 
under the Sharing Framework, Agency shall refer the request to the Approved Agency 
that owns, created, or originated the requested Law Enforcement Data ("Source 
Agency"). 

D. Public Record Requests, Subpoenas and Court Orders: 
If Agency receives a public records request, subpoena, or court order ("Legal 
Request") for Law Enforcement Data that was not owned, created, or originated by it, 
Agency shall refer the requestor to the appropriate Source Agency.  
3. USER ACCESS 

A. Login Application Process: 
Agency shall designate an Authorized User with administrative privileges to govern its 
Law Enforcement Data-sharing policy (the “Manager”). The Manager is responsible 
for managing permissions and access regarding Law Enforcement Data sharing for 
each Authorized User. Agency agrees that Authorized Users shall be limited to current 
authorized representatives who are legally authorized to review criminal history data 
for crime prevention and detection purposes. Each potential user shall submit a 
request for a login and password to the Manager or their designee. The Manager shall 
have the sole discretion to deny or revoke individual access for Agency’s Authorized 
Users. 

B. Login Assignment: 
Each Authorized User will be issued a user login and a password by the Manager. 
Authorized Users may be assigned to groups that have varying levels of access rights 
based on their roles and functions within Agency’s organization, as well as the level 
of sensitivity or restriction applicable to different pieces of data or information. 

C. Termination of Logins: 
Manager is responsible for the timely removal of any login accounts associated with 
Authorized Users who leave Agency, no longer qualify for access to the Peregrine 
Platform, or are denied access by the Manager for any other reason. 

D. Intended Use: 
Agency shall ensure that each Authorized User utilizes Law Enforcement Data 
received from other Approved Agencies solely for law enforcement purposes and in 
accordance with applicable laws, rules, regulations, policies, and standards and any 
authorized purpose.  

E. Limitations on Use of Logins: 
Agency shall ensure that each Authorized User shall not access Law Enforcement 
Data by using a name or password that was assigned to another Authorized User. 
Agency will ensure that each Authorized User does not give his or her password to 
any other person, including another Authorized User, to access the Peregrine 
Platform. 

F. Audit Trail: 
Each action taken by an Authorized User (such as, but not limited to Searches, 
Downloads, Shares, and Views) will be logged in the Peregrine Platform and will 
include a Case Number where applicable in an audit trail of Authorized User actions. 
Any requests for the audit logs of transactions taken in the Peregrine Platform made 
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by Authorized Users, representatives internal to Agency (such as, but not limited to 
Internal Affairs personnel, supervisory personnel, or Records staff), or elected bodies 
overseeing Agency (such as, but not limited to a County Board of Supervisors or City 
Council) shall be made in writing to the Manager, who shall provide the logs to the 
requestor within a reasonable amount of time and in accordance with applicable laws. 
Manager (or their designees) will conduct routine reviews of all audit information to 
confirm that the Law Enforcement Data conducted hereunder sharing maintains 
compliance with applicable Agency policies. The frequency and content of these 
reviews will be determined by each Manager, based on relevant applicable state law.  

G. CJIS Compliance: 
Agency and all Authorized Users shall comply with the U.S. Department of Justice 
Criminal Justice Information Services Security Policy (“CJIS Policy”), including any 
revisions to the CJIS Policy that may be implemented after the Effective Date of this 
Authorization. 
Peregrine shall provide the City with real-time, continuous access to all audit logs 
showing: (1) The Approved Agencies which accessed the City’s shared data, (2) the 
specific users who accessed the City’s shared data, (3) the actions taken, and (4) 
date, time, and duration of access. 
4. CONFIDENTIALITY OF INFORMATION 

A. Law Enforcement Data Confidentiality: 
Information in a Peregrine Platform account is confidential and is not subject to public 
disclosure, except as required by applicable law. Only Authorized Users are allowed 
to view and use the information in a Peregrine Platform account. Otherwise, the Law 
Enforcement Data shall be kept confidential for purposes of not compromising active 
investigations or undercover operations, or otherwise jeopardizing officer or public 
safety, or Agency’s ability to perform its duties. 

B. Internal Requests for Law Enforcement Data: 
An Authorized User who receives a request from a non-authorized requestor for 
information in a Peregrine Platform account shall not release that information but may 
instead refer the requestor to the Source Agency. 

C. Removal or Editing of Records: 
Agency and each Approved Agency shall determine their own schedule for record 
deletion and other edits to their own data in their systems of record. This will be 
determined by the Agencies’ policies and/or applicable legal requirements. 

D. Cybersecurity Breach  
Peregrine shall notify the City within 24 hours of discovery of any (1) unauthorized 
access to the City’s shared data, (2) breach of security controls affecting the City’s 
shared data, and (3) violation of CJIS policies by an Approved Agency. 
If Peregrine fails to remediate the security breach within 72 hours, Peregrine shall 
suspend all access to the City’s shared data until compliance is restored. 
5. RELATIONSHIP TO CUSTOMER AGREEMENT 

A. For clarity, the terms of this Authorization do not modify or otherwise 
affect the terms of any subscription agreement or other agreement in place between 
Agency and Peregrine (the “Peregrine Agreement”) except that Agency agrees that, 



5 
GDSVF&H\10769841.4 

notwithstanding any term of any Peregrine Agreement, Peregrine’s enablement of and 
activities with respect to the activities described in this Authorization shall not be 
considered a breach of the Peregrine Agreement. This Authorization will otherwise be 
subject to, and is governed by, the terms and conditions of the Peregrine Agreement 
(as modified by this Authorization). 

B. Agency acknowledges that Peregrine has indicated that it will implement 
this Authorization once signed and will use best efforts to implement any modifications 
or requests from Agency and other Approved Agencies with regard to the Sharing 
Framework for the duration of this Authorization. 
6. EFFECTIVENESS OF AUTHORIZATION 
This Authorization will commence upon its execution by Agency. It may be terminated 
at any time, with or without notice, by Agency or Peregrine revoking Law Enforcement 
Data sharing access from Agency and/or all other Approved Agencies (as applicable). 

A. Damages  
If Peregrine fails to comply with its obligations contained herein or violates this 
Agreement, Peregrine shall pay any and all claims, including, without limitation,  
demands, charges, obligations, damages, causes of action, proceedings, suits, 
losses, stop payment notices, judgments, fines, liens, penalties, liabilities, costs and 
expenses of every kind and nature whatsoever.  This includes any claims arising out 
of, or related to, the acts, errors, or omissions of Peregrine or its officers, agents, 
employees, or subcontractors.  Peregrine shall indemnify and hold the City harmless 
from any third-party claims, regulatory fines, or penalties resulting from its failure to 
comply with the Agreement, CJIS requirements, or applicable law. 
In no event shall Peregrine’s aggregate liability arising out of or relating to this 
agreement under legal or equitable theory, including breach of contract, tort (including 
negligence), strict liability, or otherwise, exceed the limits of insurance coverage 
carried by Peregrine as set forth in Peregrine Agreement. 
7. COUNTERPARTS 
This Agreement may be signed in counterparts, each of which shall be deemed to be 
an original. The Parties agree that the digital signatures of the parties included in this 
Agreement are intended to authenticate this writing and to have the same force and 
effect as manual signatures. Any digital signature shall have the same legal validity 
and enforceability as a manually executed signature or use of a paper-based record 
keeping system to the fullest extent permitted by applicable law. 
8. SIGNATURES.  
The individual executing this Authorization represent and warrant that they have the 
right, power, legal capacity, and authority to enter into and to execute this 
Authorization on behalf of Agency and Peregrine, respectively. 
 

SIGNATURES ON NEXT PAGE 
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Authorized by: 
 
_________________________  Date: _________________ 
James A. Light, Mayor 
City of Redondo Beach  
 
Authorized by: 
  
_________________________  Date: _________________ 
Nicholas Noone, CEO 
Peregrine Technologies, Inc. 

5/14/2025 | 1:48 PM PDT

Diane Strickfaden, 
Risk Manager
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AUTHORIZED REPRESENTATIVE

CANCELLATION

DATE (MM/DD/YYYY)CERTIFICATE OF LIABILITY INSURANCE

LOCJECT
PRO-POLICY

GEN'L AGGREGATE LIMIT APPLIES PER:

OCCURCLAIMS-MADE

COMMERCIAL GENERAL LIABILITY

PREMISES (Ea occurrence) $
DAMAGE TO RENTED
EACH OCCURRENCE $

MED EXP (Any one person) $

PERSONAL & ADV INJURY $

GENERAL AGGREGATE $

PRODUCTS - COMP/OP AGG $

$RETENTIONDED

CLAIMS-MADE

OCCUR

$

AGGREGATE $

EACH OCCURRENCE $UMBRELLA LIAB

EXCESS LIAB

DESCRIPTION OF OPERATIONS / LOCATIONS / VEHICLES  (ACORD 101, Additional Remarks Schedule, may be attached if more space is required)

INSR
LTR TYPE OF INSURANCE POLICY NUMBER

POLICY EFF
(MM/DD/YYYY)

POLICY EXP
(MM/DD/YYYY) LIMITS

PER
STATUTE

OTH-
ER

E.L. EACH ACCIDENT

E.L. DISEASE - EA EMPLOYEE

E.L. DISEASE - POLICY LIMIT

$

$

$

ANY PROPRIETOR/PARTNER/EXECUTIVE

If yes, describe under
DESCRIPTION OF OPERATIONS below

(Mandatory in NH)
OFFICER/MEMBER EXCLUDED?

WORKERS COMPENSATION
AND EMPLOYERS' LIABILITY Y / N

AUTOMOBILE LIABILITY

ANY AUTO
ALL OWNED SCHEDULED

HIRED AUTOS
NON-OWNED

AUTOS AUTOS

AUTOS

COMBINED SINGLE LIMIT

BODILY INJURY (Per person)

BODILY INJURY (Per accident)
PROPERTY DAMAGE $

$

$

$

THIS IS TO CERTIFY THAT THE POLICIES OF INSURANCE LISTED BELOW HAVE BEEN ISSUED TO THE INSURED NAMED ABOVE FOR THE POLICY PERIOD
INDICATED.  NOTWITHSTANDING ANY REQUIREMENT, TERM OR CONDITION OF ANY CONTRACT OR OTHER DOCUMENT WITH RESPECT TO WHICH THIS
CERTIFICATE MAY BE ISSUED OR MAY PERTAIN, THE INSURANCE AFFORDED BY THE POLICIES DESCRIBED HEREIN IS SUBJECT TO ALL THE TERMS,
EXCLUSIONS AND CONDITIONS OF SUCH POLICIES. LIMITS SHOWN MAY HAVE BEEN REDUCED BY PAID CLAIMS.

INSD
ADDL

WVD
SUBR

N / A

$

$

(Ea accident)

(Per accident)

OTHER:

THIS CERTIFICATE IS ISSUED AS A MATTER OF INFORMATION ONLY AND CONFERS NO RIGHTS UPON THE CERTIFICATE HOLDER. THIS
CERTIFICATE DOES NOT AFFIRMATIVELY OR NEGATIVELY AMEND, EXTEND OR ALTER THE COVERAGE AFFORDED BY THE POLICIES
BELOW.  THIS CERTIFICATE OF INSURANCE DOES NOT CONSTITUTE A CONTRACT BETWEEN THE ISSUING INSURER(S), AUTHORIZED
REPRESENTATIVE OR PRODUCER, AND THE CERTIFICATE HOLDER.

INSURED

PHONE
(A/C, No, Ext):

PRODUCER

ADDRESS:
E-MAIL

FAX
(A/C, No):

CONTACT
NAME:

NAIC #

INSURER A :

INSURER B :

INSURER C :

INSURER D :

INSURER E :

INSURER F :

INSURER(S) AFFORDING COVERAGE

SHOULD ANY OF THE ABOVE DESCRIBED POLICIES BE CANCELLED BEFORE
THE EXPIRATION DATE THEREOF, NOTICE WILL BE DELIVERED IN
ACCORDANCE WITH THE POLICY PROVISIONS.

Certificate Of Insurance

REVISION NUMBER:CERTIFICATE NUMBER:COVERAGES

IMPORTANT:  If the certificate holder is an ADDITIONAL INSURED, the policy(ies) must have ADDITIONAL INSURED provisions or be endorsed.
If SUBROGATION IS WAIVED, subject to the terms and conditions of the policy, certain policies may require an endorsement.  A statement on
this certificate does not confer rights to the certificate holder in lieu of such endorsement(s).

TechInsurance, Division of Specialty Program Group LLC
203 N. LaSalle St., 20th Floor, Chicago, IL 60601 (800) 688-1984 312-690-4123

Peregrine Technologies
71 Stevenson St Ste 700, San Francisco, CA, 94105-2984

Underwriters at Lloyd's 99998

Hartford Underwriters Insurance Company 30104

Hartford Multi-State 00914

Scottsdale Indemnity Company 15580

Underwriters at Lloyd's 99998

Underwriters at Lloyd's 99998

46SBABF4FW2B

✔

Yes

✔

2,000,000

10,000

3/29/2025

1,000,000

2,000,0003/29/2024

4,000,000

4,000,000

B

2,000,000

✔ ✔

Yes 46SBABF4FW2 3/29/2024 3/29/2025

C
No 46WECAC3TVE 12/4/2024 12/4/2025

✔

1,000,000

1,000,000

1,000,000

A Professional Liability (Errors and Omissions) $4,000,000 / $4,000,000

WG00004746AD

WG00004746AD 3/8/2024 3/8/2025 Occurrence/Aggregate

3/8/2024F Cyber Liability 3/8/2025 Each Occurrence $4,000,000

City of Redondo Beach, its elected and appointed officials, employees, and volunteers are named as Additional Insured as their interests may appear in regards 
to general liability when required by written contract.

City of Redondo Beach
401 Diamond Street 
Redondo Beach, CA 90277

2/12/2025

✔

10671185 Peregrine Technologies 2/12/2025 12:41:40 PM
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