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Exhibit XX: Help Desk Services and Availability 
Granicus will provide complete help desk support for administrators and customers of the Granicus Solutions. 

Regular support will be available during regular business hours, Monday-Friday; via email or toll-free telephone.  

CUSTOMER SUPPORT CONTACT 

Hours: 8:00 am – 10:00 pm ET (9:30 am – 5:00 pm Europe) 

Emergency Support is available 24/7 

Please submit support requests via: 

• Portal: support.granicus.com   

• Email: support@granicus.com  

• Phone: 1-800-314-0147 USA, 0800 032 7764 Europe 

 

Please submit govDelivery Communications Cloud subscriber support only requests to: 

 

• Portal: subscriberhelp.granicus.com   

• Email: subscriberhelp@granicus.com  

• Phone: 1-800-439-1420 USA, 0808 234 7450 Europe 

 

COMMUNICATION SERVICE LEVEL AGREEMENT  

Granicus response to support and service requests will be based on four (4) Severity Levels: 
 

Severity 

Level 
Description Examples 

Initial Customer 

Response Time 

Level 1 

Emergency. Incident 

represents a total outage; the 

product is unavailable or not 

accessible for use 

• govDelivery’s admin.govdelivery.com is down 

or all sending is significantly delayed 

• govMeetings web server is running but the 

application is non-functional or SQL-server 

errors that are not related to hardware 

• govAccess website is unreachable by public 

users 
 

Within one (1) hour 

of notification by 

the customer of 

occurrence 

Level 2 

Severely Impaired. Incident 

occurs when a major feature 

of the product is not working 

and there is no workaround 

available, or the workaround 

is not acceptable and 

impacts the primary usability 

of the product 

• govDelivery PageWatch sending is delayed by 

more than 20-30 minutes, or sudden and 

significant deliverability issues or intermittent 

errors or low performance issues for some or 

many customers 

• Site operational but govMeetings modular 

functionality is non-operational 

• govAccess error, where there is no means of 

circumvention, that renders an essential 

component of the content management tool 

non-functioning that did not occur at the time 

of the website launch and usually requires 

debugging of programming code 

Within four (4) 

hours of 

notification by the 

customer of 

occurrence  
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Level 3 

Impaired. Incident occurs 

when a primary feature of the 

product is not working as 

expected and an 

acceptable workaround is 

available – does not impact 

the basic usability of the 

product 

• govDelivery system not connecting to social 

media, single customer app/feature help, or 

database requests 

• govMeetings system files won’t upload, or text 

not rendering 

• govAccess website works but there are 

problems with presentation 

Within one (1) 

business day of 

notification by the 

customer of 

occurrence 

Level 4 

Low Impact. Incident that has 

a limited business impact and 

requests can be scheduled.  

• Programmatic change to back-end or front-

end to improve efficiency  

• Distribution of all patches and upgrades 

Within three (3) 

business days of 

notification of 

customer of 

occurrence 

 

Resolution time will be based on the service or support request and regular follow-ups will be communicated 

with the customer on final resolution. Granicus shall use commercially reasonable efforts to resolve errors 

affecting non-essential components of Granicus Solutions, or errors that can be reasonably circumvented but 

errors that require debugging of programming code may need to be corrected during the next regular update 

cycle. 

 

AVAILABILITY 

Availability is defined as the ability of users to access the Granicus Solutions services via the internet. Granicus 

represents an up-time guarantee of 99% per calendar quarter for its hosted services. Notifications for Granicus 

Solutions of any system-wide outages will occur within one hour from the time the issues are first recognized by 

Granicus.  

 

Downtime is defined as any time that the Granicus Solutions services are unavailable.  

A Site Outage is defined as continuous Downtime, as determined through URL monitoring (HTTP). Downtime 

reporting is limited to a Site Outage. Site Outage monitoring is conducted by Granicus utilizing industry-standard 

monitoring tools. Reports of Site Outages will be provided on an as-requested basis up to once per calendar 

quarter.  

A Site Outage does not include Downtime that falls into one or several of the exclusions below: 

• Scheduled or routine maintenance  

• Caused by force majeure (which shall include any circumstances beyond Granicus’s reasonable control, 

including but not limited to, acts of God, labor strikes and other labor disturbances, power surges or 

failures)  

• The first four (4) Site Outages in any given quarter that are corrected within fifteen (15) minutes of their 

start  

• The first five (5) minutes of any Site Outage is a grace period and will not be considered Downtime under 

any circumstances 

o Example: a Site Outage of fourteen (14) minutes in duration that is one of the first four (4) such 

outages in a given quarter would not result in any Downtime, while a Site Outage of sixteen (16) 

minutes would result in eleven (11) minutes of Downtime. After four (4) Site Outages of between 

five (5) and fifteen (15) minutes in a quarter, all Site Outage time over five (5) minutes for any 

one instance will count as Downtime. 
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• For govAccess, Granicus is not responsible for errors associated with denial of service attacks, distributed 

denial of service attacks, or customer DNS 

SCHEDULED MAINTENANCE 

govDelivery. Scheduled maintenance typically occurs every thirty (30) days with average Downtime required 

being less than thirty (30) minutes. Planned or routine maintenance is limited to two (2) hours per week. Total 

scheduled Downtime for the year will not typically exceed twenty (20) hours. 

govMeetings. Scheduled maintenance will take place between 11:00 pm – 4:00 am ET on Fridays. Granicus, will 

provide the customer with at least two (2) days’ notice for any scheduled maintenance.  All system 

maintenance will be performed during these times, except for emergency maintenance.  In the case that 

emergency maintenance is required, the customer will be provided as much advance notice as possible. 

Granicus will clearly post that the site is down for maintenance and the expected duration of the 

maintenance.   

 

govAccess. Scheduled maintenance will take place between 1:00 am – 4:00 am ET every Monday.  

 

All Solutions. Notifications will be posted on status.granicusops.com. Email notifications for these products can 

be subscribed to from that page.  

HARDWARE REPLACMENT  

For hardware issues requiring replacement (where applicable), Granicus shall respond to the request made by 

the customer within one (1) business day.  Hardware service repair or replacement will occur within four (4) 

business days of the request by the customer, not including the time it takes for the part to ship and travel to 

the customer.  The customer shall grant Granicus or its representatives access to the equipment for the purpose 

of repair or replacement at reasonable times.  Granicus will keep the customer informed regarding the time 

frame and progress of the repairs or replacements.  

https://status.granicusops.com/



